
S E C U R I T Y  O P E R A T I O N S  W A R R A N T Y
FOR YOUR HOME AND OFFICE 

M I T I G A T E  C Y B E R  F I N A N C I A L  R I S K S
N O  C O S T  B E N E F I TTrusted Internet eliminates cyber risks by prioritizing

defense-in-depth protection across all cybersecurity
layers and then monitoring it 24x7. Our security operations
solutions include 24x7 Managed Detection and Response
(MDR), Managed Automated Security Awareness Training,
Email Protection and Two Factor Authentication, which
collaborate to reduce the likelihood of cyber incidents and
minimize their impact, thereby decreasing cyber risks for
organizations.

"What happens if..." is a question that we hear often. In
such scenarios, Trusted Internet provides an exclusive
complimentary warranty through a partnership with a
third-party cyber insurance company. This added benefit
is accessible to customers with a strong security alliance
with Trusted Internet and a commitment to cyber security.  

In the event of a cyber attack, the Trusted
Internet Security Operations Warranty offers
financial aid of up to $500,000 USD for
recovery efforts, legal fees, regulatory
expenses, and related business costs.

Trusted Internet's Security Operations
Warranty is provided to eligible
customers at no extra charge. And, the
financial support available is
independent of the customer spend.

Trusted Internet Security
Operations Warranty offers financial
coverage for one event per year for
various cybersecurity incident
expenses, such as:

Ransomware: Assistance for
expenses linked to a
ransomware incident
Business Email Compromise
(BEC): aid for costs related to a
business email compromise
leading to fraudulent fund
transfers
Compliance: support for
regulatory fines, penalties, or
other costs arising from a
cybersecurity incident
Cyber Legal Liability: coverage
for legal expenses due to a cyber
attack, including privacy,
security, data loss, or misuse
issues
Business Income Loss:
assistance for financial losses
resulting from a cybersecurity
incident causing a decline in
business income

E V E N T S  C O V E R E D

T O T A L  B E N E F I T  A M O U N T $ 5 0 0 , 0 0 0

Ransomware and BEC

Compliance or regulatory failure

Cyber legal liability

$ 1 0 0 , 0 0 0

$ 1 0 0 , 0 0 0

$ 2 5 0 , 0 0 0

Business Income Loss $ 5 0 , 0 0 0
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S E C U R I T Y  O P E R A T I O N S  W A R R A N T Y
FOR YOUR HOME AND BUSINESS 

W A R R A N T Y  B E N E F I T S

Customers investing in Trusted Internet's MDR, Security
Awareness and Training, Advanced Email Protection, and
Two Factor Authentication bundle can qualify for up to
$500,000 USD. Eligible customers can access the Security
Operations Warranty from the subscription start date,
subject to accepting extra standard terms and conditions.
For availability in your area, please verify with Trusted
Internet. This offer is not currently accessible in South
Africa.

Trusted Internet offers the Security
Operations Warranty to eligible
customers at no cost. This is made
possible due to the extensive
protection offered by our range of
security operations solutions, such as:
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M A N A G E D  D E T E C T I O N
A N D  R E S P O N S E
Managed Detection and Response
(MDR) operates  EDR, NDR, and
Configuration/Patch Monitoring 24/7 to
reduce alert exhaustion and false
alarms, enabling quicker responses. The
detection and response features are
customized to suit your organization's
requirements.

M A N A G E D  A U T O M A T E D
S E C U R I T Y  A W A R E N E S S
A N D  T R A I N I N G

Trusted Internet’s Managed Knowbe4
and PhishER to serve up is the world's
largest integrated platform for security
awareness training, simulated phishing
attacks, and employee self reporting of
potential events.

A D V A N C E D  E M A I L
P R O T E C T I O N

Protection from advanced phishing,
malicious links and files, plus threat
emulation of files and links for zero-day
protection. 

T W O  F A C T O R
A U T H E N T I C A T I O N

Trusted Internet Managed Cisco Duo
Dashboard and two factor
authentication. 

F I X E D  R A T E  C Y B E R  I N S U R A N C E
F O R  W A R R A N T Y  H O L D E R S

Warranty participation automatically qualifies
participants to add on highly discounted fixed-rate
cyber insurance. This program is available to
qualifying participants with annual revenues up to
$100M and requires NO further underwriting
approval for most classes of business industry
sectors*

Fixed Rate cyber insurance coverage options
include $1M and $3M policy limits.

*Some classes of business industry sectors are restricted from
participation. Contact Cysurance to discuss the list of exclusions.
Program Pricing in USD.

Trusted Internet is at the forefront of global security
operations, utilizing threat data from various sources like
endpoint, network, identity, and cloud; the Trusted Internet
Security Operations Center processes and evaluates billions of
security events weekly to address key security scenarios.
Trusted Internet offers automated threat identification and
response on a large scale, enabling organizations of all sizes to
establish top-tier security operations effortlessly.

For additional details about Trusted Internet, please visit
trustedinternet.io.
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